**Security Requirements Analysis Dashboard:**

There are 14 Security Requirement (SP 800-171) Families:

* 3.01 - Access Control
* 3.02 - Awareness and Training
* 3.03 - Audit and Accountability
* 3.04 - Configuration Management
* 3.05 - Identification and Authentication
* 3.06 - Incident Response
* 3.07 - Maintenance
* 3.08 - Media Protection
* 3.09 - Personnel Security
* 3.10 - Physical Protection
* 3.11 - Risk Assessment
* 3.12 - Security Assessment
* 3.13 - System and Communications Protection
* 3.14 - System and Information Integrity

Within these 14 Security Requirement families there are 110 Security Requirements.

The Security Requirement family 3.01, has the most security requirements with 22, followed by 3.13 with 16 and 3.05 with 9.

There are 17 Security Controls (SP 800-53) Families:

* AC
* AT
* AU
* CM
* IA
* IR
* MA
* MP
* CP
* PS
* PE
* RA
* PL
* CA
* SC
* SA
* SI

These security control families are only found within the security requirement families. There are only 3 security requirement families that have 2 security control families, 3.08, 3.12 and 3.13. All the others only have one security control family.

There are 127 Security Controls within the 17 Security Control families.

The Security Requirement family, 3.01, has the largest amount of Security Controls with 28, followed by 3.13 with 16, 3.03 with 14, and 3.04 with 11.